Secondary Six  Computer Applications

Answer of Ex. 7.4

7-5
In a certain computer system, a password can contain at most eight characters where each character can be a capital or small letter, or a digit. What is the number of possible passwords in such a system?

Ans:
Note that the password may only contains 1, 2, …. up to 8 characters. So the number of combinations are


(62) + (62)2 + (62)3 +….+ (62)8 = 2.2 x 1014
7-8
Compare and contrast differential backup and incremental backup.

Ans:
Both are supplements to a full backup. Differential backup contains all changed files since last full backup while incremental backup only contains all changed files since last full or incremental backup.

7-13
Explain what is data encryption? When and why is data encryption necessary?

Ans:
Data encryption is a method of converting a meaningful message into an encrypted form which does not carry any meaning. The encrypted message can be decrypted if the ‘key’ is known. A key is the method of encrypting and decrypting a message. Without the key, an encrypted message appears to be garbage to anyone.


Data encryption is especially useful in data transmission, in which a signal carrying a message is sent through a communication line from one place to another place. It is hard or even impossible to impose physical protection and/or password during such a transmission process. Data encryption then provides the best way of protecting the secrecy of data.
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